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In its operations, Aygaz A.Ş. embraces the following in line with the Information Security 

Management System (ISMS) and manages issues accordingly.  

 Within the framework of the requirements of the information security management

system and applicable regulations, the company aims to protect its image and

credibility, to ensure specified compliance in contracts concluded with third parties

and to ensure the information security of all information assets used to perform

business processes for the purpose of safeguarding the continuity of Aygaz A.Ş.

operations.

 It aims to prepare a safe environment and safeguard this environment to prevent the

intentional or accidental alteration or destruction of the integrity, accessibility and
privacy of information sources and assets.

 Management takes the initiative and factors in the legal and ethical requirements it has

towards its stakeholders as it shapes the ISMS based on the ISO/IEC 27001 Standard.

It operates and manages all of the security checks necessary to fulfill these

requirements.

 It communicates the requirements related to information security to Aygaz

employees and stakeholders, thereby raising awareness of information security.

 The system was created for the purpose of ensuring that the Company’s fundamental

and supportive business activities continue with minimal interruption and to ensure

compliance with Information Security in contracts concluded with third parties.

Aygaz A.Ş. Management ensures that the Information Security Policy is implemented, 

constantly improved, controlled and that the necessary sanctions are applied in the event of a 

security breach. 

All Aygaz employees act in accordance with the policies and procedures published to 

properly protect the information assets that fall within this scope and to fulfill the 

responsibilities that have been identified for them. 
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